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Abstract

White House Computer Adoption and Information Policy © »m 1969 — 1979
John Laprise

The history of computers is a growing field of academic inquiry. Scholars have focused on
government and military computer development during the mainframe era up until the mid
1970°s and on the private and commercial sectors thereafter. The dus ty of this research agenda
is grounded in the technological changes that reduced the cost and increased the accessibility of
computer technology to the public. The White House straddled these two worlds, interfacing
with the military and the private sector in the midst of the Cold War. It faced a variety of security
and policy challenges in a dynamic and uncertain time. This dissertation is the first history and
complementary analysis of how the White Houses of Presidents Nixon, Ford, and Carter initially
adopted computers and developed information policy during the 1970°s. This project consists of
four historical cases drawn from archival documents and oral histories: computer adoption by
Nixon’s National Security Council; telecommunications security policy d ing the Ford
administration; computer adoption by Carter’s Domestic Council and the reorganization of the
Office of Telecommunications Policy and development of information policy during the Carter
administration. Using a multidisciplinary framework, the research ir kes previous work in the
history of computing, science and technology studies, diffusion of innovation, W __ite House
Administration Studies, and surveillance studies to show how an array of con lex factors shaped
how the White House adopted computers and developed information policy. It also shows how
the adoption of computers and users’ everyday experiences with them influenced the  ape of
information policy. Finally, this research asserts that Cold War security concerns were the

pervasive factor influencing computer adoption and information policy. Moreover, these
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conc 1s were effectively built  to the technological systems and policies of the W  ite House

ar exist to the present day, influencing post-Cold War technology decisions.
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Abbreviations

ADP: Automatic Data Processing

ARPA: Advanced Research Projects Agency

CIA: Central Intelligence Agency

COMIN Communications Intelligence

CPIP: Committee on Privacy and Informatit  Policy
CRP: Committee for the Re-election of the President
DARPA: Defense Advanced Research Projects Agency
DC: Domestic Council

DCA: Defense Communications Agency

DCCRP: Domestic Council Committee on the Right of Privacy
DCI: Director of Central Intelligence

DIA: Defense Intelligence Agency

DoC: Department of Commerce

DoD: Department of Defense

DoS: D¢ artment of State

DPC: Domestic Policy Council

DPS: Domestic Policy Staff

EO: Executive Order

EOB: Executive Office Buil ng

EQP: Executive Office of the President

ESV  Executive Secure Voice Network










WHCA: White House Communications Agency
WHCC: W] e House Communications Center
WHCS: White House Com' ter System

WHS: White House Staff

WHSF: White House Special Files
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While Kahn does trace the history of cryptograj y into the Cold War period, Bamfor focuses

specifically on the NSA as an object of inquiry. As the main organization responsible for the
acquisition of communications intelligence during the Ci 1 War, its activities reinforce and build
upon intelligence strategies developed by the United States during Woi | War II. Bamford
chronicles a series of intelligence gathering projects that rely upon monitoring network
bottlenecks such as transoceanic cable landings and satellite downlink stations. These projects
relied heavily upon computers to gather and sort data for human analysts, linking
telecommunications and information technologies in the processes, practices, and activities of
the communications intelligence community. Bamford’s work reveals that the NSA was one of
the largest consumers of telecommunications and computer technology and a major investor in

these technologies.

COMINT has a few primary technical requirements to be effective. COMINT requires

exploitable (capable of obtaining streams of information regardless of transmission route)
telecommunications networks and computers with which to swiftly gather, decrypt, an analyze
the accumulated information. Speed is considered important because rapidity enables one to
preempt one’s foe by getting inside their “decision loop” and acting before they do.*® These
technological requirements require an advanced and preferably superior technology base from
which to work. While the US government allocates money to advanced research and design
through the National Science oundation and DARPA, private companies have driven
technological innovati 1, growth of infrastructure, and consumer adoption bringing in existence

e ki | of complex, ubiquitous networks that enable modern COMINT.
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was in danger of losing its i 1tional credibility because it was unable to process the torrent of

information owing into it, ar in so doing threatening the national security of the United States.

































































































































































































